
How to disable SMB Signing Steps: 

 

Preferred method to disable SMB signing 

Microsoft has a help topic that describes how to disable SMB signing on domain controllers so that 
clients (such as PCs or QNTC) that do not have this capability can connect to the server. You can 
view this Microsoft help topic by starting Help and Support on the server console and searching for 
"smb signing". An excerpt from the Microsoft help topic is shown below: 

1. Click on Start, then Programs, then Administrative Tools, then Active Directory 
Users and Computers.  

2. In the console tree, right-click Domain Controllers, click Properties and then click the 
Group Policy tab.  

3. Click on Default Domain Controllers Policy and then click Edit.  
4. Click on the '+' next to Windows Settings.  
5. Click on the '+' next to Security Settings.  
6. Click on the '+' next to Local Policies.  
7. Click on Security Options.  
8. Right-click Microsoft network server: Digitally sign communications (always), then 

click Properties.  

On the property sheet, click Disabled and then click OK. 
 
Then reboot the server. The new group policy edit should take effect after reboot. Now you will be 
able to scan to a share folder from the Ricoh device. 
 


